ABUSE PREVENTION AND MITIGATION (APM) SEAL

The APM seal will provide users and stakeholders in the sector with a one-click mechanism for how to access relevant abuse prevention and mitigation processes. Users can click-on and be taken to a web resource detailing the relevant mechanisms for how to report and address abuse on the gtld. A high level description of how the APM seal will operate is set out below:

REGISTRATION

In order to register a domain name in the gtld, the registrant is required to agree with the registry’s terms and conditions. These require an APM seal to be placed in a prominent position on their website.

COMMUNICATION

Following the registration, the registry will automatically email the registrant’s administrative, technical, and billing contacts with an additional notification that the APM seal needs to be included on the registrant’s homepage.

IMPLEMENTATION

The registrant has 120 days from the date of registration (the ‘grace period’) to effectuate the fixing of the APM seal. The domain registration will be marked in WHOIS or a linked system as being in the grace period during this time. Once the seal has been activated these sources will reflect this.

VERIFICATION

If the grace period expires without the APM seal being activated, the registrant’s administrative, technical and billing contacts will be informed. The site will be flagged as being past the grace period on WHOIS or a linked system and the registrant will be given a final period of 30 additional days to implement the seal.

Should the registrant fail to comply and activate the APM seal within the period specified in the acceptable use policy, the registry will conduct an investigation on that domain. The registry reserves the right to suspend or cancel the domain should the domain continue to be in breach of the APM policy.